PT Len Industri adalah perusahaan yang bergerak dalam bidang elektronik. Dalam produksinya PT Len sudah menggunakan sistem informasi. Risiko teknologi informasi yang ada di PT Len sudah ditangani dengan baik tetapi masih terdapat risiko baru yang mungkin terjadi dan apabila tidak dievaluasi maka akan menimbulkan kerugian pada PT Len Industri. Maka dengan hasil evaluasi risiko pada laporan ini dapat membantu PT Len Industri menangani risiko yang ada dan yang baru diprediksi. Laporan ini dibuat dengan menggunakan kerangka kerja Risk IT. Tujuan dari laporan ini adalah untuk mengevaluasi risiko yang ada pada PT Len Industri. Teori yang digunakan adalah teori mengenai sistem informasi, evaluasi, dan teori mengenai kerangka kerja Risk IT. Metode yang digunakan dalam penelitian ini adalah observasi perusahaan dan melakukan wawancara.

Kata kunci : Risk IT, Kerangka kerja Risk IT, Evaluasi.
ABSTRACT

PT Len Industri is a company engaged in the field of electronics. In the production PT Len using information systems. Risks of existing information technology at PT Len has been handled but there are new risks that may occur and not be evaluated and will cause harm to the PT Len Industri. So with a risk assessment in this report can help PT Len Industri address the risks of existing and newly predicted. This report was prepared by using the Risk IT framework. The purpose of this report is to evaluate the risk of the PT Len Industri. The theory used is the theory of information systems, evaluation, and theory of the Risk IT framework. The method used in this study is observation and interviewing company.
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